
How companies can 
manage increasing 
IT demands

“Fit-for-purpose”   
infrastructure    
strategy



2 Strategy&

Boston

John Plansky
Senior Partner
+1-617-521-8801
john.plansky 
@strategyand.pwc.com

Carl Drisko 
Partner
+1-617-521-8809
carl.drisko 
@strategyand.pwc.com

Chicago

Carl Hugener
Partner
+1-312-578-4897
carl.hugener 
@strategyand.pwc.com

Kelley Mavros 
Partner
+1-312-578-4715
kelley.mavros 
@strategyand.pwc.com

Dubai/Frankfurt

Olaf Acker
Partner
+49-69-97167-453
olaf.acker 
@strategyand.pwc.com

Düsseldorf

Jens Niebuhr
Partner
+49-211-3890-195
jens.niebuhr 
@strategyand.pwc.com

Rainer Bernnat
Partner
+49-69-97167-414
rainer.bernnat 
@strategyand.pwc.com

Kuala Lumpur/Sydney

David Hovenden
Partner
+61-2-9321-1966
david.hovenden 
@strategyand.pwc.com

London

Richard Rawlinson
Partner
+44-20-7393-3415
richard.rawlinson 
@strategyand.pwc.com

Melbourne

Mark Johnson
Principal
+61-3-9221-1931
mark.johnson 
@strategyand.pwc.com

Munich

Johannes Bussmann
Partner
+49-89-54525-535
johannes.bussmann 
@strategyand.pwc.com

Nicolai Bieber
Principal
+49-89-54525-545
nicolai.bieber 
@strategyand.pwc.com

New York

Michael Mariolis 
Principal
+1-973-410-7690
michael.mariolis 
@strategyand.pwc.com 

Suresh Nirmal 
Principal
+1-212-551-6704
suresh.nirmal 
@strategyand.pwc.com

São Paulo

Ivan de Souza
Senior Partner
+55-11-5501-6368
ivan.desouza 
@strategyand.pwc.com

Shanghai

Andrew Cainey
Senior Executive Advisor
+86-21-2327-9800
andrew.cainey 
@strategyand.pwc.com

Sydney

Peter Burns
Partner
+61-2-9321-1974
peter.burns 
@strategyand.pwc.com

Zurich

Alex Koster
Partner
+41-43-268-2133
alex.koster 
@strategyand.pwc.com

Carl Hugener is a 
partner with Strategy& 
based in Chicago. He 
focuses on IT strategy, 
IT effectiveness, 
and technology 
and operations 
transformation in 
financial-services and 
healthcare companies.

Kelley Mavros is a 
partner with Strategy& 
based in Chicago. She 
specializes in technology 
strategy and business 
transformation programs 
for financial-services and 
consumer companies.

Michael Mariolis is a 
principal with Strategy& 
based in New York. 
He specializes in IT 
strategy and large-
scale IT infrastructure 
transformation projects 
in financial services, and 
he leads the firm’s North 
American infrastructure 
offering.

Suresh Nirmal is 
a principal with 
Strategy& based in New 
York. He specializes 
in IT efficiency and 
effectiveness and large-
scale IT transformations 
for financial-services 
companies. 

About the authorsContacts



3Strategy&

About the authors

Despite the increased pervasiveness of technology across virtually  
all industries, many companies still use an outdated approach to IT 
infrastructure. In this approach, infrastructure strategy is relegated to  
a back-office function with little communication or coordination with 
business units. Given that infrastructure comprises roughly half of all 
technology spending, such an approach results in large inefficiencies. 
Worse, it obscures the true cost and service levels for products from 
business leaders, and leaves critical products and services vulnerable  
to disruptions. 

By contrast, a “fit-for-purpose” infrastructure strategy aligns IT 
infrastructure proportionally with the relative importance of the business 
line, product, or service that it supports. Critical units receive greater 
infrastructure spending and higher service levels, and noncritical units 
receive less. This strategy offers several clear benefits: First, business and 
IT leaders have a better view of priorities and can collaborate more 
effectively to execute the company’s overall strategy. In addition, business 
leaders have a more accurate sense of the total cost of products and 
services across their portfolio, including IT infrastructure, and can 
therefore better manage it. Perhaps most important, the company 
prioritizes its disaster mitigation and recovery efforts, reducing the 
potential costs — financial, reputational, and regulatory — of an outage. 

Implementing a fit-for-purpose IT infrastructure strategy requires 
coordination among business and IT leaders, with three distinct steps. 
First, the company must conduct a business impact analysis to determine 
the relative importance of specific products and services and establish the 
right priorities. Second, IT leaders must map the application portfolio to 
the company’s products and services with an aligned inventory of all IT 
infrastructure components and underlying cost — creating an end-to-end 
linkage between business products, applications, and infrastructure.  
This step includes both an assessment of the current state and a 
reprioritization to the targeted future state. Third, the company must 
establish a repeatable process, enabling constant adaptation to changing 
market priorities, evolving strategies, and new technologies. 

Executive summary
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Infrastructure continues to consume approximately half of all IT spending 
across industries, yet many organizations do not have a clear sense of 
how effectively they are allocating those resources. This is a challenge 
with growing ramifications. Technology is becoming more pervasive, and 
the traditional lines between business and the IT function are becoming 
more porous. IT was once relegated to a back-office support function in 
most industries, but today it is the principal means that businesses use to 
interact with customers and one another. Moreover, it is becoming a true 
differentiator. Companies with strong IT functions are better able to 
collect, analyze, and understand market data, giving them a jump on 
their competitors. Infrastructure is a key component of this, especially 
given that IT spending is estimated to reach US$2.9 trillion by 2015, a 
9.5 percent increase from 2011 (see Exhibit 1). 

Increasing technology  
infrastructure demands 
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Exhibit 1
Global IT spending continues to rise

Source: Gartner IT Key 
Metrics Data report (Jan. 
2011), IT Spend Forecast 
(April 2013)
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Mobile 
technology 
introduces 
new security 
risks and 
vulnerabilities.

In tailoring the right IT infrastructure to support the business, CIOs face 
several clear challenges. The first is the rapidly evolving needs both 
inside and outside the company — business leaders and customers are 
looking for real-time data to make fast, informed decisions, requiring that 
IT infrastructure become more responsive. The technology itself is also a 
moving target, with new tools such as cloud computing that can 
potentially revamp the way a company handles information. 

In addition, businesses are under continued pressure to keep internal 
costs down, even as they must ensure that business-critical services 
remain available 24 hours a day, 365 days a year. And they operate in an 
environment of evolving risks and regulatory changes. For example, 
mobile technology introduces new security risks and vulnerabilities, 
regulatory pressures bring the potential for new operational risks, and 
audit requirements on monitoring and documenting data flow have 
changed drastically in the last decade.

In our work with several large institutions in recent years, we have 
observed some common reactions by IT organizations. To handle cost 
pressures, many institutions have pulled the usual levers, such as 
outsourcing infrastructure, putting greater reliance on public cloud 
services, and virtualizing their environments. 

Yet these initiatives often represent half-measures at best because they 
are developed in isolation, rather than in coordination with business 
units. Despite the importance of technology, many organizations still 
relegate IT infrastructure strategy to the back office. Business leaders  
do not understand how their needs translate to infrastructure 
capabilities, and IT leaders do not understand how best to support the 
organization’s overall strategy and mission. As a result, IT infrastructure 
either does not meet evolving business needs or — equally bad — is 
prohibitively expensive. 

This misalignment manifests itself in a number of ways. Commonly, the 
company does not invest in proportion to the criticality of the function. 
Mission-critical applications may be left relying on end-of-life 
infrastructure, making them dangerously vulnerable to disruptions. 
Similarly, the company’s disaster recovery strategy is not pegged to 
business requirements, regulatory risks, or the financial impact of a 
service outage. At the same time, noncritical infrastructure may be 
overengineered and overly expensive, sapping resources from more 
important applications and business units. 



6 Strategy&

To succeed in such a challenging environment, CIOs must design their 
technology infrastructure to meet multiple parameters while maintaining 
a low-cost structure. These parameters include the following: 

• Scalability: Flexible capacity that can scale up or down in response to 
changing demand

• Agility: Quicker processes that can reduce the time-to-market for new 
products and services

• Data retention: Increased storage and management capabilities to 
handle large amounts of data, often unstructured

• Resiliency: Disaster recovery measures that are matched to business 
needs to ensure that products and services remain available

• Efficiency: Cost-effectiveness in an environment that constantly 
demands more for less money
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The solution is a “fit-for-purpose” infrastructure strategy, which 
optimizes the infrastructure to the specific requirements and priorities 
of business units, products, and services (see Exhibit 2). In developing 
this strategy, collaboration is crucial — key stakeholders across business 
and IT must first establish clear priorities and then align the IT 
infrastructure accordingly. 

Fit-for-purpose infrastructure 
strategy
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Exhibit 2
Fit-for-purpose infrastructure strategy requires several key components

Source: Strategy& analysis
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Fundamentally, this approach answers several key questions: What are 
the most critical business products? Does the infrastructure support 
these products proportionally? Does each product’s revenue justify the 
total cost of ownership (TCO) for its level of IT investment? What are 
the lowest-cost options for meeting business requirements and 
mitigating risk? Is the current environment over- or under-engineered 
(including for disaster recovery)? What should the geographic data 
center footprint be?

Our recent client experiences show that companies that have adopted a 
business priority–driven approach to infrastructure strategy have 
reaped tangible benefits. Specifically, this approach allows the 
organization to accomplish the following: 

• Establish a linkage between the criticality of products and services 
and the associated applications and infrastructure 

• Develop a better understanding of the TCO  (including underlying 
technology costs) for specific products and services

• Define and standardize priority levels across the organization, along 
with technical requirements for each priority level

• Organize IT architecture by geographic and disaster recovery 
priorities

• Develop a complete data center strategy, including purpose-built 
disaster recovery that meets true business requirements

In addition, fit-for-purpose infrastructure strategy has benefits beyond 
just IT. For instance, by analyzing the IT total cost of ownership, this 
approach can provide greater visibility into the way specific products 
and services contribute to top- and bottom-line performance. That 
helps company leaders make more accurate decisions regarding which 
business lines to rationalize (see Exhibit 3, next page). In addition, the 
strategy provides increased transparency regarding business risk and 
helps regulatory compliance and audit by ensuring that companies have 
the appropriate level of resiliency in place.

Companies that 
have adopted 
this approach 
have reaped 
tangible benefits.
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Fit-for-purpose infrastructure strategy can help determine a more accurate total cost of 
ownership for apps and IT  infrastructure: Client example
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Three critical steps

Implementing a fit-for-purpose IT infrastructure strategy linked to 
business priorities involves three steps (see Exhibit 4). First, the 
organization must conduct a business impact analysis (BIA) to determine 
the implications of a potential disruption or outage for each product or 
service. Those products or services that would present the greatest costs 
— in financial, reputational, and regulatory terms — have the highest 
recovery requirements, and thus merit the highest infrastructure 
investment. In addition, the company must map the application portfolio 
to the respective product or service, as well as to underlying 
infrastructure components. 

Exhibit 4
Implementing a fit-for-purpose infrastructure strategy linked to business priorities involves 
three steps

Source: Strategy& analysis
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The output of this analysis is a set of specifications that outline the 
performance and availability requirements for revenue-generating 
products and processes across the organization, transparently mapped to 
supporting applications and underlying infrastructure. With this in hand, 
the organization can design a reference architecture needed to support 
that future state and clearly understand cost implications. 

The second step is to assess the total cost of ownership of technology 
supporting all products and services across the organization. Within 
technology, infrastructure includes fixed and variable costs of the 
environment (servers, databases, and storage), along with other IT costs 
such as licensing, network, and hosting. Next, the company must 
determine a methodology for allocating those fixed costs to products and 
services. The more detailed the organization can be (for example, 
including things like vendor-related costs and process- or management-
level overhead), the more valuable the results. Critically, this correlation 
of infrastructure to products and services — informed by the business 
impact analysis — will include not only the current state but the desired 
future state after business and IT leaders have reallocated their IT 
spending based on the impact analysis in the first step. 

Third, the company must establish repeatable processes allowing it to 
iterate the first and second steps as needed. Revamping the IT 
infrastructure strategy is not a once-and-done initiative. Even a perfect 
plan today will soon be obsolete, due to changes in technology, market 
demands, and evolving priorities within the organization. As a result, 
companies must build in mechanisms allowing them to iterate and refine 
their infrastructure strategy. 

This entails maintaining up-to-date inventories of all products and 
services in the portfolio, along with their business recovery requirements 
(meshed to the prioritization system established above). Many 
companies succeed by developing an automated dashboard that can 
consolidate metrics across the organization — such as per-product 
revenue and IT spending allocations — to give leaders a real-time view of 
the company’s current infrastructure and how well it correlates to current 
priorities. Maintaining the dashboard typically involves an information 
architecture, tools, and processes to maintain the information, along with 
a governance structure that delineates clear roles and responsibilities.

Revamping the 
IT infrastructure 
strategy is not a 
once-and-done 
initiative.
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To get started, it is critical to create the necessary alignment and buy-in 
among senior leaders. CIOs can kick-start the process by defining a case 
for change and circulating it among business leaders. In generating 
buy-in, they should emphasize the transparency component — i.e., that 
businesses will come away with much greater awareness of the TCO, 
business impact, and service levels required for individual products and 
services, giving them greater clarity about how they are truly performing 
against the company’s objectives. 

IT leaders should also line up the necessary sponsorship from C-level 
executives, who can generate momentum early on and drive faster 
decision making in subsequent stages. Throughout the initiative, 
communication is critical. CIOs should ensure that businesses receive 
intermediate outputs and status updates, so that they remain engaged. 
The overall goal is to convince all stakeholders that this is a joint effort 
and not just another incremental shift from IT. 

Like any worthwhile objective, developing a fit-for-purpose infrastructure 
strategy comes with several clear challenges, including insufficient 
governance and business leadership, a lack of critical success metrics, 
and poor data quality. 

For example, insufficient governance could lead to delays, deadlocks, and 
a lack of clarity regarding decision-making authority. To overcome this, 
organizations need coordination across the architecture organization to 
lay out and enforce policies and standards. Similarly, because this is such 
a collaborative effort, a lack of participation, especially at the middle and 
junior levels, could hinder progress. However, a top-down agenda from 
the C-suite, including strong communication about the benefits of the 
measure, can help ensure participation at all levels. 

How to get started

Throughout 
the initiative, 
communication 
is critical.
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A lack of benchmarks and progress updates along the way can sap 
momentum and leave employees feeling that the initiative isn’t working. 
If stakeholders define up front some success metrics — such as IT 
infrastructure cost as a percentage of total revenue, or speed-to-market 
for new products and services — it can give participants a sense of the 
strategy’s true success. 

Perhaps most notably, poor quality of existing data — about products 
and/or infrastructure — can present a clear challenge. Accordingly, IT 
leaders must not expect perfection on the first pass. Rather, they should 
invest sufficient time to build a “good enough” data repository, along 
with repeatable processes to ensure that the information quality 
improves over time. 
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Case study: Putting it all together

A recent Strategy& client wanted to 
implement a new fit-for-purpose IT 
infrastructure strategy oriented around 
its business priorities. The firm has 
multiple business units with different 
technology priorities, and up to that 
point, each unit had handled its own 
infrastructure strategy and planning. 
There was little communication across 
business units, and no firm-wide view of 
IT infrastructure. This resulted in a 
misalignment between IT spending and 
growth priorities. 

For the first step — business impact 
analysis and reference architecture — 
the firm developed a baseline of all 
products and the associated 
applications/servers required to support 
them. Then the firm conducted joint 
workshops across all segments to 
establish recovery requirements. Using 
the input from stakeholders, it 
prioritized products and applications 
into five tiers, based on revenue or 
regulatory impact. For each of the five 
levels, it defined the reference 
architecture needed to meet the business 
requirements for resiliency. Of 86 total 
products in the firm’s portfolio, just 14 
were designated as priority one (the 
highest level), and only 53 of 743 total 
applications met this standard. By 
comparison, priority four, with just nine 
products, had the largest IT footprint, 
with 1,461 servers and 383 apps. 

For the second step — quantifying the 
TCO for all products — the firm 
developed a product-level TCO view to 
understand product profitability. Based 
on the inputs mentioned above, it 
defined an overall hosting and disaster 
recovery strategy that was better aligned 
with business priorities regarding 
recovery and downtime. In the third and 
final step, the firm established a 
repeatable process so that it can 
continually evaluate this strategy and 
make refinements as needed.

As a result, the company now has a 
comprehensive cross-unit product 
inventory that ties revenue to product 
costs. In addition, it has a priority 
structure for products based on objective 
metrics rather than subjective criteria or 
judgments. Among other crucial 
observations, the firm’s leaders 
determined that some 80 percent of total 
client revenue is generated by the top 20 
products; in turn, those products are 
supported by 30 percent of the total 
application portfolio, and 40 percent of 
the total servers. That points to clear 
options for rationalizing the IT 
environment and making more informed 
decisions on IT investments going 
forward. Most important, the firm was 
able to maintain and improve this 
information on an ongoing basis, 
helping both business and IT leaders to 
make smarter business decisions. 
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Regardless of industry or geography, technology drives business  
success, today and for the foreseeable future. To win in this 
environment, companies must better align their IT infrastructure 
strategy to the larger strategic objectives of the organization, not only 
at a high level but also for each product or service in the portfolio. A 
fit-for-purpose infrastructure strategy helps achieve this, giving both 
business leaders and IT leaders a better sense of how these elements 
of the company mesh. Given the rapidly evolving state of technology 
today, companies can give themselves a sizable advantage by getting 
ahead of this issue and building in mechanisms that allow them to 
flexibly adapt to changes on all fronts — in IT infrastructure, company 
priorities, and market needs. Conversely, companies that continue  
to cling to outdated infrastructure strategies will find themselves 
falling further behind. 

Conclusion
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